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Installing WMSNET & WMSPDA

Revision History

Revision Date | By Description
26. Mar. 2006 NJ * Creation date
2 Oct 2009 MF * Modification date

e Documentation Upgraded from WMSnet415 to WMSnet500.

* Program upgraded from WMShnet version 4.1.5 to version 5.0.0.

»  Program conversion from Visual Studio 2003 to Visual Studio 2008.
* Toadd Print & Import functions to Inquiry Module and fix bugs.

e Toupgrade .NET framework 1.1 to 3.5.

18 Oct 2009 MF e To further explain Section 10 - WMSnet500_Registration.reg" File.
e To further explain Section 11 - "Web.config" File.
8 Nov 2010 MF * Upgraded WMSNET web control 1.0 to web control 3.5.

* Remove section 6 : "webctrl_client" for web control 1.0.
e Program upgraded from Visual Studio 2008 to Visual Studio 2010.
e Added the install guide for WMSPDA.

26 Apr 2011 MF e Upgraded .NET framework 3.5 to 4.0.

e Upgraded Crystal Report to Crystal Report 2010. Needed the Crystal
Report 2010 32-bit and 64-bit Runtime for deployment on different OS.

« Remove section 7 : Creating “WMSnet500” Virtual Directory. The virtual
directory will be created automatically during program setup.

* Remove section 11 : Creating “WMSnet” Virtual Directory. Because this
section actually refers to section 7.
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1. Introduction

WMSNET is an ASP.NET application for accessing CRISTALWMS reports from a web browser. There
are several versions of the program, identified as WMSNET40, WMSNET415 etc. The latest version is
WMSnet500 (version 5.0.0).

WMSNET must be installed on a PC with the following characteristics:

. The WMSNET machine must be able to access the "CRISTALWMS" SQL Server database via
ODBC. The WMSNET application can be installed on the same machine running the SQL
Server database, or on a separate machine.

. The WMSNET machine must be running Internet Information Services 5.0 or higher. This
means that only PCs running the following operating systems can be used:

o Windows 2000 Workstation/Server
o Windows XP Professional
o Windows 2003 Server

This document describes the installation of WMSNET application on a clean machine (i.e. with only
the operating system installed).

The installation files referenced in this document are in the subdirectory package "WMSnet500"
distributed with this document.

Internet Information Services (lIS)

[IS 5.0 or higher must be installed and running before the .NET Framework can be installed.

To install 1IS, execute the Start | Control Panel | Add or Remove Programs program option:

Edit View Favorites Tools Help | I';E-'

¢ FeEla s T | ) Search |7 Folders | [

Address lf} Cantral Panel LI a a0
Fe

[} Switch to Categary View

: Mame  * | Comments
-Ea" Control Panel ‘S..ﬁ.ccessil:uilit';.n' Cptions Adjust your computer settings For wision, hearing, and mobility
*E Add Hardware Installs and kroubleshoots hardware —

LI R T S Iniskall or remove programs and Windows components,

8 Adrninistr ative Tools Configure administrative settings For wour compuker,

"b Aukomatic Updates Set up Windows to aukomatically deliver important updates
See Also A ﬁ:l.ﬁ.vantGu Caonnect Configures setkings For AvankGo servers,

# Date and Time Set the date, time, and time zone For wour compuket,

% windows Update —n ! ! ¥ &

s Display “hange the appearance of your deskkop, such as the backgro
) Hel and Support "ﬁFind Fast Microsoft Find Fast (k) content: indexer

L e [ (R i et s Bk o e it g ] e e b L5 et g e Bl 2

o i b

iInstaII of remove programs and Windows components, | | o
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In the Add or Remove Programs dialog window, click the option Add/Remove Windows
Components.

When the Windows Components Wizard dialog box is displayed, scroll through the "Components"
list and tick the "Application Server" checkbox. Click the Details button to select the Options.

Windows Components Wizard

Windows Components
You can add or remove components of Windows.

To add or remove a component, click the checkbox, & shaded box means that anly
part of the component will be installed. To zee what's included in a component, click
Detailz.

LComponentsa:

.-’-'«ccessu:uries and Utilities 4 5MBE

E Application Server 246 MB

[ [83 Certificats Services 1.4 MB
O E-rnail Services 1.1 MB
[] ¢4 Fax Services 22N kR LI

Dezcrption:  Includes ASP.MET, Intemet Information Services [[15], and the
Application Server Conzole.

Total dizk zpace required: 14.2 MB
Space available on disk: £38391.4 MB
< Back Mest » Cancel Helm |

Tick “ASP.NET” check box and make sure that the “Internet Information Services (lIS)” check box is
also selected.

Application Server x|

To add or remove a component, click the check bos. A shaded box means that only part
af the compaonent will be inztalled. To see what's included in a component, click Detailz.

Subcomponentz of &pplication Server:

] Bﬁ] Application Serser Console 0.0 ke ;I
] 0.0 kB

@ Enable network, COM+ access

| @ Enable network, DTC access 0.0 MB
%Internet |nformation Services [115] 18.1 B
[ = Message Queding £.5 ME

=
Dezcnption:  Alloves thiz computer to run ASP.MET applications.

T otal dizk space required: 14.2 MB Details, |
Space avallable on disk: E3390.7 MB
Ok, I Cancel |
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Windows Components Wizard x|

Completing the Windows
Components Wizard

You have successfully completed the Windows
Components Wizard.

To cloze this wizard, click Finish.

4 Back

Help |

Once IIS has been installed, the PC will effectively become a Web Server.

The Administrative Tools program under "Control Panel" will feature a new option called "Internet
Information Services" that will allow us to configure the newly created Web Server.

(o]
File Edit \Miew Favorites Tools Help | lir'
3 BeckEr ey T | o~ Search | Folders | [
fiddress l[} Control Panel | Eee

Mame = | Cormments &

:E’" Control Panel

[} Switch bo Category Yiew

See Also

% windows Update
€ Help and Support

g

4'E;,.E'.u:u:essil:uililzwg.n' Options
FE add Hardware
Lyadd or Remove Prograrns

A drministrakive Tools
"“ Aukomatic Updakes
ﬁ).ﬁ.vantGu Connect
__3'-:' Date and Time

5'-*« Display

#@4Find Fast
. £t b R T e
o

Adjust your computer settings For wision, hearing, and mobility
Installs and kroubleshoots hardware —
Install or remove programs and Windows components.

Configure administrative settings for wour compuker,

Set up wWindows to automatically deliver important updates
Configures settings for AvantGo servers,

Set the date, kime, and time zone For wour computer,

“hange the appearance of your deskkop, such as the backgro
Microsaft Find Fask {km) content indexer

-
FLorPiy o ST GRGG  FpTLp ey LR .il::l_. o ek e bl et i et b ol s i
3

|C|:unFigure adminiskrative settings For wour computet,

| | 4
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_lnix

File Edit ‘“iew Favorites Tools Help | ||',"
QBack - 3 - (P | ' search | Folders | (-
Address I{g Adrninistrative Tools ~ B
& | Mame = | Size | Tvpe ﬂ
File and Folder Tasks  # Component Services 2KB Shorbout
i — QCDmputer Management ZKB Shorkcut
EE hllaailte GDaka Sources (ODBEC) SKE  Shorkout
ay Move this file Evenit Wiewer ZKB Shortcut
[ Copy this file e = iInternet Information Services ZKE Shortcut
@ Publish this file ko the @ Local Security Policy 2KB Shortcut >
Weh -4 | 3
|Manages 113, the web server For Internet and intranet web sites, |1 B2 KE | J Iy Computer i

We will execute the Internet Information Services program to create new virtual directories in a later
section.

3. Install MDAC 2.6 or higher

MDAC (Microsoft Data Access Components) 2.6 or higher is required by WMSNET.

If the PC is running Windows 2003 Server or Windows XP Service Pack 2, MDAC 2.8 will already be
installed.

If the PC is running any other operating system, you can run the MDAC Component Checker to see
what version of MDAC is already installed.

You can run the MDAC Component Checker from "WMSnet500\MDAC\Component Checker\CC.exe"
executable in the WMSnet500 package.

~ Component Checker Yersion 2.0 i ;IEI El

File Wiew Help

===
]

&1
[ ¢ Perform analysis of your machine and automatically determing the

release version, Cancel

™ Perform analysis against a selected version,

| MOREC 2.1 5Pz j

" Scan your maching. Do not perform analysis,

|Tree: Surnmary Fepork |Items: 13 |Operatiu:un: Current analysis complete 5

Select the "Perform analysis of your machine and automatically determine the release version™" option
and click OK.
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% Component Checker ¥ ersion 2.0 =10} x|

File Wiew Help

B Bl ]

=& Summary Report Item Mame | ltem Type |

m File Detailz
'-“,;_‘ COM Details
L2 Registry Details

ComponentChecker 2.0 ]
The following product releases were matched:
MDAC 2.8 SP1 ON WINDOWS 2P 5P2

Wiould you like to re-run the query for a specific product release?

|Tree: Surnmary Fepork |Items: ] |Operatiu:un: Processing file inpuk skream 5

If the Component Checker reports that the MDAC version is lower than 2.6, please install MDAC 2.8
on the machine. MDAC 2.8 can be installed from "WMSnet500\MDAC\MDAC_28\MDAC_TYP.exe"
executable file in the WMSnet500 package.

Microsoft .NET Framework 4.0

The .NET Framework 4.0 full package setup program can be found in the WMSnet500 package :
“WMSnet500\Net Framework 4.0\dotNetFx40_Full_x86_x64.exe”.

The PC will need to be restarted after the .NET Framework service pack has been installed.

Reminder

The .NET Framework 4.0 full package must be installed only after IIS has already been installed. If
IIS is installed after the .NET Framework, the ASP.NET application will not be runnable.

Crystal Reports 2010 Runtime Package

It is mandatory to install the Crystal Reports 2010 Runtime Package. There are 2 runtime packages
in the folder. 32_bit and 64-bit are for different Operating System respectively.
You can run it from:

“WMSnet500_Deployment Package\Crystal Reports Runtime 2010\CRRuntime_32bit 13_0.msi”
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6. Open Port 80 in Windows Firewall

If the web server machine is running on Windows XP Service Pack 2, Windows Firewall will already be

running on the machine, and the firewall program will block other computers from accessing the IS
web service on the machine.

It is necessary to open TCP port 80 in the firewall.
Execute the Windows Firewall program from the Control Panel.
=k
File Edit ‘“iew Favorites Tools  Help | -#
)Back - &3 - [T | ' search | Folders | (-
Address I[} Control Panel = s

Al Name =~ | Comments ﬂ
Control Panel %'-.-'lrusScan Starts and stops YirusScan on vour computer,
ﬂWiIdTangent Conkral Panel WildTangent Controls
Switch ko Cakegory L indaws Firewal Zonfigure the Windows Firewall
Wi h}:Wireless Link, Configure infrared File transfer, image transfer, and harc
=i Wireless Mebwork Setup Wizard  Set up or add to a wireless netwark For your home or off
-
.3
See Also = =k | P
Configure the Windows Firewall g

%= Windows Firewall x|

General | Exceptions | Advanced

“Windows Firewall helps protect your computer by preventing unauthorized users
from gaining access to your computer through the Intemet or a network.

@ &

This setting blocks all outside sources from connecting to this
computer, with the exception of thoze selected on the Exceptions tab.

[ Don't allow exceptions
Select thiz when you connect to public netwarks in less secure
locations, such as airporks. v'ou will not be notified when Windows

Firewall blocks programs. Selections on the Exceptions tab will be
ignored.

@ " Off [not recommended)

Auwoid using thiz zetting. Turning off \Windows Firevall may make this
computer more vulherable to viruzes and intruders.

\What elze should | khow sbout Windows Firewall?

Ok I Cancel

By default, the Windows Firewall will be On.

Click on the Exceptions tab.
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== windows Firewall x|

General  Exceptions | Advanced I

whindows Firewall iz blocking incoming netwark. connections, except for the
programs and zervices selected below. Adding exceptions allows some programs
b work, better but might increase your securty rigk.

FPragrams and Services:

M arne -
AEBE

ActiveSync Application
ASRDizp

Atomic Clock Paort 13
BitT arrent

BitT arrent Part £251

B ajour

btdownloadgui
CEMGR Module
cerhost

Check for Mew Deliveries ﬂ

Add Part_ B Delte |

¥ Display a notification when ‘Windows Firewall blocks a program

whhat are the nisks of allowing excephions?

0k Cancel

Click on the Add Port... button to add port 80 into the exceptions list. Note that you can assign any
text in the "Name" prompt, but | find it useful to include the port number in the name.

x

IJze thesze zettings to open a port through *indows Firewall, To find the port
nurnber and protocol, consulk the documentation for the program or zervice pou
want to use.

Mame: IWEI:: Service Part 80

Bort rumber; IBE‘

&+ TCF " UDP

What are the rizks of opening a port’?

LChange zcope. .. | k. Cancel
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The new exception will now appear in the "Programs and Services" list:

"= Windows Firewall x|

General Exceptions | &dvanced I

YWindows Firewall iz blocking incoming nebwork, connections, except for the
programs and zervices selected below. Adding exceptionz allows zome programs
to wark, better but might increase your securiby rizk.

Erogramz and Services:

I ame |:l

YWPH-1 SecuRemote/SecureClient command line

YWPH-1 SecuRemote/SecureClient diagnostics

WPH-1 SecuRemote/SecureClient SDS agent

WPH-1 SecuRemote/SecureClient service

“wheb Service Port 80

“windows Meszenger

Windows Peer-to-Peer Grouping

windows® NetMesting®

“tahoal FT Server :I

“fahiool Messenger

AddProgram... | [ AddPart.. | B Deletz |

¥ Display a notification when ‘Windows Firewall blocks a program

What are the rizks of allowing exceptions?

k. Cancel

7. Install "WMSnet500" Setup Package

The installation files for the WMSnet500 application are located in the "WMSnet500_ Deployment
Package\WMSnet500_ Setup"” directory. Click the "Setup.exe" file to start the installation.
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i WMSNET

Welcome to the WMSNET Setup Wizard [

&
X

T he inztaller will quide you through the steps required to install \WHSHET on your computer.

WARMIMG: This computer pragram iz protected by copyright law and international treaties.
IJnauthorized duplication or distribution of thiz program, or any portion of it, may rezult in zevere civil
ar criminal penalties, and will be prozecuted ta the maximnum extent pozzible under the law.

Cancel ¢ Back

i

Select Installation Address l_‘l

The inztaller will install WHSHET ta the following web locatian,

T inztall to this web location, click "Mest'. Ta nstall to a different web lozation, enter it below.

Site:
| Default web Site | Disk Cost..
"Wirtual directony:
|WMSNET
Application Poal;
I DefaulkdppPool j
Cancel | < Back
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Installation Complete

You can examine the contents of the "C:\Inetpub\wwwroot\WMSNET" directory to see the files that
have been installed.
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@& C:" Inetpub’,wwwiroot' WMSNET

File Edit Wiew

Favaorites  Tools  Help

> 1 T | o~ Search

() Back ~

= Fu:ulu:ler5| = XKJ|E|'

fddress [ i Inetpubhswsroot WMSNET

Folders X

Mame =

@' Deskiop
u:'I My Documents

= j My Computer
ﬂ, 314 Floppy (A5
[=] = Local Disk (T
i) ADFS
|Z) Documents and Settings
|Z) Fad9esbe3104759cade0as
=l 1) Inetpub
|20 AdminScripks
=1 20 wawnar ook
Q aspnet_client
| ) WMSNET |
&) Program Files
(G test

IZirng

| ZIReqistry
|IReports

r.;j Default, aspx

IE] ErrarPage. aspx
Global asax

E] Ikem Query . aspx
E] Login, aspe

E] Logouk, aspe
palLayouk, ascx
E] Product lite,aspx
r.;j Receipt New,aspx
IE] Reports,aspx

E] Sales Order Entry, aspi
dstyles,css

E] Viewer, aspx

B ‘Web, config

| test-chinese
i Y
|2 wrnpub
| WMSNETST0_setup

Please take note of 2 important files:
. C:\WMSnet500\Registry\WMSnet500_Registration.reg
. C:\WMSnet500\Web.config

If you have installed the WMSNET application in the same machine as the one running the SQL
Server service for the "cristalwms" database instance, you do not need to make any modifications to
these 2 files.

However, if the SQL Server machine is a separate machine from the web server machine, you must
use a text editor to edit both files to configure the IP address of the SQL Server machine.

These files are described in more detail in the following sections.

8. "WMSnet500_ Registration.reg” File

This file is created as "C:\WMSnet500\Registry\WMSnet500_Registration.reg" on the web server.

The "WMSnet500_Registration.reg" file is used to create 2 ODBC entries required by the WMSnet500
application. The ODBC entries are:

ODBC Identifier SQL Server Login

wms_chk wmschk

wms_dbo wmsdbo

The settings in the default registration file assumes that the SQL Server machine is the same one as
the web server. As such, the IP address of the SQL Server is coded as "127.0.0.1".
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If the SQL Server machine is separate from the web server, you must edit the following section in the
registration file:

[HKEY LOCAL MACHINE\SOFTWARE\Microsoft\MSSQLServer\Client\ConnectTo]
"WMS"="DBMSSOCN,127.0.0.1,1433"
"DSQUERY"="DBMSSOCN"

and replace the "127.0.0.1" with the correct IP address of the SQL Server.
Also, the ODBC entries created assumes a standard CRISTALWMS database configuration.

Parameter Standard Value
Database name cristalwms

15t SQL Server Login wmschk

2" SQL Server Login wmsdbo

If the database name and SQL Server logins in your setup are not the defaults, you will need to
replace all occurrences of these names with their correct values.

Finally, notice that the registration file has 2 sections with this section names:

. [HKEY_LOCAL_MACHINE\Software\CRIiSTAL Solutions\
CRISTAL Warehouse Management System\Network Connection]

. [HKEY_LOCAL_MACHINE\Software\CRiSTAL Solutions\
CRISTAL Warehouse Management System\Miscellaneous Settings]

The string "CRISTAL Warehouse Management System" in the section names references a registry
key. This string is also recorded in the "Web.config" file (described in the next section) to direct the
WMSNET application on which registry key to use when retrieving the SQL Server connection settings
from the registry.

You can create a different registry key by replacing the text "CRiISTAL Warehouse Management
System" in these section names. If you do this, you must also modify the Web.config file to point to the
new section.

Registering the Registration File

After you have edited and saved the changes in the registration file, you must double click on the
registration file in Windows Explorer to register its contents. The WMSNET application will not run
correctly if the registry values are not updated into the Windows Registry of the web server machine.
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#7 ODBC Data Source Administrator

Jger DSN  System DSM ] File DSM ] Driversl Tracing] Connection F'Dolingl About ]

System Data Sources:

| Driver Add... |
SOL Server
SOL Server Femove |

i

Configure...

J #

An DODBC Systern data source stores information about how to connect to
the indicated data provider. A Sypstem data source is visible to all users
on thiz machine, including N T zervices.

] 8 | Cancel Help

Once register is done, open the ODBC Data Source Administrator windows as shown above and
check that the 2 entries are correctly created. To open the ODBC Data Source Administrator
windows, go to "Control Panel | Administrative Tools | Data Sources (ODBC)". Next run the database
connectivity test by clicking on the Configure button.

Microsoft SOL Server, DSN Configuration

Thiz wizard will help you create an DDBC data source that you can uze to
cohnect to SOL Server.

Wwihat name do you want to uze to refer to the data source?

Mame: |wms_chk

How dao you want ta dezscribe the data zource?

Description: |Eristal ‘wharehouze Management System Connectivi

wwihich SOL Server do you want to connect to?

Server: [127.0.0.7 =]

Firish | MNext » Cancel Help
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Microsoft SQL Server DSN Configuration

How should SGL Server verify the authenticity of the login [D?

™ Wwith Windows NT authentication uzing the network, lagin [D.

< With SOL Server authentication using a lagin |0 and passwaord
entered by the user.

To change the network, library used to communicate with SOL Server,
click Client Configuration.

Client Configuration. ..

Connect bo SEL Server bo obtain default setiings for the
additional configuration optiohs.

Lagin ID: |wmschk

ERRmERRE

Pazzword:

< Back | Mest » | Cancel ‘ Help

0ODBC Microsoft SQL Server Setup E|

A new ODBC data source will be created with the following
canfiguration:

Microzoft SOL Server QDBEC Driver Wersion 03.85.1132

[rata Source Hame: wmz_chl

Data Source Description: Crigtal " arehouse Management Spstem
Cannectivity

Server: 192168.5.4

Databaze: [Default)

Language: [Default]

Tranglate Character Data: Yes

Log Long Running Clueries: Mo

Laog Driver Statistics: Mo

Uze Integrated Security: Mo

Uze Regional Settings: Mo

Prepared Statements Option: Drop temporary procedures on
dizconnect

Usze Failover Server: Mo

Usze AMSI Quoted |dentifiers: ves

Usze ARSI MUl Paddings and *Warmings: ves

[Drata Encryption: Mo

| Test Data Source. . I ak. Cancel

Click the Test Data Source button as shown above to run a database connectivity test.

Enter the correct IP address for the SQL Server and the SQL Server Login ID and password as shown
in the above diagrams. Click the Next button once done.
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]

SOL Server ODBC Data Source Test

Test Results

Microzoft SOL Server QDEBC Driver Wersion 03851132
Running connectivity tests.

Attempting connection

Connection established

Werifying option settings

Dizconnecting from server

TESTS COMPLETED SUCCESSFULLY!

If the connection is successful, you will see the above diagram - “TESTS COMPLETED
SUCCESSFULLY". Repeat the tests for both the 1% & 2" SQL Server Login.

"Web.config" File

This file is created as "C:\WMSnet500\Web.config" in the web server.
All user definable settings are defined under the block:

<appSettings>
</appSettings>
All parameters are listed as lines in the following format:

<add key="Parameter Name" value="Parameter Value" />

You can only change the "Parameter Value". Do not alter any "Parameter Name".

To change the "Parameter Value" open the Internet Information Services and right click on the virtual

directory of WMSnet500.
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i Internet Information Services

File Action ‘View Help

¢» OE XFBR @@ 2 > w0

#| Global. aszx. vh.old
#] Ibern Query.aspx

_'| Thern Query.aspx.rasx
@] Itern Query.aspxvb

wmsnet500 Properties

3 Intermet Information Services Name
= & Win2003  ocal computer) (£ App_Data
= web Sites Cbin
= o Default Web Site Deployment Notes
+ B nsHep Clgraphics
® % YUlAsphetDemao (@] Assemblyinfo.vb
+ & 3] ClientScripts.vh
& Explore ¥ Copy of Default.asnx
@ & wmsretarr Open Default, aspx
+ g viewerg Browse 3| Diefauilt. aspudasigner vb
@ (@ Scripts »] Default. asp.resy
+[g tsweb M * 5 Defaultaspivh
o @ PerlEx All Tasks * B ErrorPage.aspx
w & convolFre , B ErrorPage.aspr designer...
+ [g orystalrepc §] ErrorPage.aspr.resy
@ O aspret_clie  Delete ¥ Error Page.asp.yb
# 1 Crystahiet  pefrosh B\ Global. asax
+ (3 msgPow_ct ¢ j 3| Global. asa.resy
: = PO List... Global.asax.vb

3| Ihern Query aspr.designe..,

Path

Status

| HTTF Headers I

Cugtom Ermors

ASPMET

Wirtual Directory | Dacurments

Directary Security

“when connecting to this resource, the content should come: from:
(&) & directory located on this computer

() & share located on anather computer

Starting poaint:
Execute Permissions:

Application Pratection:

() & redirection to a LIFL
Local Path: [C:MSnet500 | [ Eromse..
[ Seript source access Log wizits
Fead Index this resource
[ wite
[ Directory browsing
Application Settings
Application name: |wmsnet500 | [ Bemove

]

<Default .. \wmsnetdlo

|Scripts only L |

| Medium [Pocled) v|

Unload

Configuratian...

ok ||

Cancel ] [ Apply

J

Help

Click on ASP.NET tab in the properties windows and then the Edit Configuration button.
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WMSnet500 Properties

Documents Directory Securit
ASPMET

“irtual Directary
HTTF Headers

ASPMET wversion:

Custorn Errars

|xwrv| Snet500

“irtual path:

File location: |C:\WMSnetSDD\web.config

File creation date:

|2DDS-1 012 01:43:58

File last madified: |200310.07 17:21:25

E dit Configuration. .. |

TR

Cancel Apply

&« ASP.NET Configuration Settings

General | Cuztom Errorz | duthorization | duthentication | Application | State Management | Locations
Connection gting manager

Mame Connection Pararneters

LocalSgitanar dafa sowces | SELENPAL S5 nfegrafed Secuil=5 50 fachD 8 F ferramma=iDafally
< | [

Add... Edit... Remove Fieset
Application gettings

Ky Walue -
Bl dar 0
L5 WIRS—EAIE

Lg wmachilc

D wing_dbo -
D wmadbo

< 1220.0

] [ P T R I R L R TYLY T P e P Y g Pl PP o T PN iy 0 | = AP P )

La HEH gE b2 O QL e d B m L Oyl O m R B ot i B =Farn R OED m bl Eajd
Authenticate B 28 hd
< | =

Add... Edit... Remove Reset
Path: FLITSU/Default Web Site/wmsnet500ogwi [ 0K | [ Cancel Anply

Important Note

WMSnet500 application will not work.

The parameter values in the Login DSN, Login UID, Database DSN, Database UID and Server must
match the values entered in the ODBC settings as shown in the diagram below. Otherwise the
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i ASP.NET Configuration Settings

Cannection sing mansger

Masma Cermeclion Fa smators
Localigplbanes daa sovice= |SQLEXPAESS indegralad Secunli=5 SALANschDBFfaname=Datali

1 0DAC Data Source Administrater

Uszr OSN System OSN | FieOSN | Divere | Teaeing | Cornecion Pooing | Abau |

Spetem Data Soumces

Edt FAemove et Narne | Diver

Add.
SOL Sérves
Apphcaticn wetting: wms_dbo SOL Sarves Bemavs
-
s - mil Corligse,
Loginl! s

137,00

L.
T O ST LI pAT 1 g T D T B P A Dy (5058 pg 7
10 v

k.

-lﬁ

I >

An DDBC Syatem data sousce stores infornalion about how to connect o
Edt Fsaoa Hust! the indicated data provider. A System data sousce iz visible to all ussr:
on lhiz machne, nchedng NT sevices

Path FUNTS U/Default Web StelwmanstS00Logr ; 0Kk | Comcel | Hap |

Server
This key is used to reference the IP address of the SQL Server.

The default value for this key is "127.0.0.1", as the default installation assumes that the web server is
running on the same machine as the SQL Server.

Edit the value to the appropriate IP address if the SQL Server is on a different machine. Note that the
IP address you specify must be in agreement with the IP address you specify in the
"WMSnet500_Registration.reg" file.

Normally, the value of the Server key is the only one that you will need to edit. In fact, you do not need
to edit this at all if your web server is the same machine as the SQL Server.

However, if you have a special network setup that required changes to other parameters in the
"WMSnet500_Registration.reg" file, you may also need to modify the keys:

e Login DSN

¢ Login UID

» Database DSN

» Database UID
in the "Web.config" file.

Login DSN

This key is used to reference the ODBC name for the 1% SQL Server Login defined in the
"WMSnet500_Registration.reg" file.

The default value for this key is "wms_chk".

Login UID
This key is used to record the SQL Server Login that is associated with the "Login DSN".

The default value for this key is "wmschk".
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10.

Database DSN

This key is used to reference the ODBC name for the 2™ SQL Server Login defined in the
"WMSnet500_Registration.reg" file.

The default value for this key is "wms_dbo".

Database UID

This key is used to record the SQL Server Login for the 2™ SQL Server Login defined in the
"WMSnet500_Registration.reg" file.

The default value for this key is "wmsdbo".

ProductName

The default value for this key is "CRiISTAL Warehouse Management System". This value is referenced
in the "WMSnet500_Registration.reg" file in the section names:

. [HKEY_LOCAL_MACHINE\Software\CRIiSTAL Solutions\
CRISTAL Warehouse Management System\Network Connection]

. [HKEY_LOCAL_MACHINE\Software\CRIiSTAL Solutions\
CRISTAL Warehouse Management System\Miscellaneous Settings]

If you want to use a different section name for the registry keys, you must change the value for the
ProductName key in the "Web.config" file, as well as the section names in the
"WMSnet500_Registration.reg" file.

Company
The text string specified in this key is displayed on the home page to identify the company name.

Running the WMSNET Application

Important Note

If you are running the WMSNET application on a Windows 2003 R2 server, please refer to section
11 below on new security settings that must be configured on the server to allow ASP.NET
applications to run.

If you are running the application on the web server machine itself, enter the following URL in Internet
Explorer:

http://127.0.0.1/WMSnet500

If you are running the application on a client machine, you must specify the IP address of the web
server in the URL:

http://192.168.2.88/\WMSnet500
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11.

12.

Windows 2003 Server Security Configuration

When Microsoft introduced Windows 2003 Server R2 into the market, they made a change in the
server such that all internet features are disabled by default. This was in direct opposite to Windows
2000 and Windows XP where all internet features are enabled by default.

On a Windows 2003 Server machine, the Internet Services Manager program includes a new “Web
Service Extensions” node as shown.

lE Internet Information Services (I1S5) Manager
‘_'_“g File  Action  ¥iew Window Help
= |EHE bR 2E|E2]r 50

P_'J Internet Information Services . Web Service Extensions
= ! | WINZ00SCLEAN flocal computer)

-_J Application Pools

. i | ‘Web Service Extension | Skatus |

SR Web Sites “F Al Unknown CGI Extensions Prohibited

E"g DlelFauIt Wleb Site Allow “F Al Unknown IS8PT Extensions Prohibited
"‘-"" WIMSNET . _— % Active Server Pages Alloved
_“ crystalreportwewers & g ASP MET vl.1.4327 Allawed
JJ .:nn:‘- Properties 38 ASP.MET v2.0.50727 Allowed
A5P.MET w4.0.530319 Allowed

3 Internet Data Connector Prohibited

Tasks 9 Server Side Includes Prohibited

=] webDay Prakibited

1 Add & new Web service extension. ..

I allow all web service extensions for a
specific application...

& prohibit all Web service extensions

@ Open Help

By default, all Web Service Extensions are set to “Prohibited”. To run the WMSNET application, you
must set the following extensions to “Allowed”:

e Active Server Pages
e ASP.NET v1.1.4322
» ASP.NET v2.0.50727
* ASP.NET v4.0.30319

If these Web Service Extensions are not changed to “Allowed”, the application will not work, and no
error message will be returned from the web server either.

Installing Reports

Report templates used by WMSNET are developed in Crystal Reports 9.x, which are not compatible
with the Crystal Reports 7.x templates used by the Desktop WMS.

The Crystal Reports 9.x templates are installed into the directory “C:\WMSnet500\REPORTS”.

Access to the WMSNET web reports is controlled from the Desktop WMS Administration > System >
Reports Menu Maintenance program option. All WMSNET report templates are given report names
with the prefix “WEB —
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13.

14.

~&Reports Menu Maintenance ;IEIEI
UDF Reports ” Standard Reports System Reports | i Report

IWEB - Free Stock Report

S/Mo |Report Mame

Selected Report Template
191 |Warehouse Utilisation by Client

192 |Warehouse Utilisation by Client (rhole)
193 |Warehouse Zone Type List

194 (WEB - Free Stock Report

195 |WEE - Incoming Shipment Report

196 |WEE - Incoming Shipment Report - Bros
197 |WEE - Incoming Shipment Summary

198 |WEE - Inventory Movement Detail

Stock Status - Free.rpk

Report Group
IWEB REPORTS |

IParameters Directory I Templates I Description I

—List of User Group—— Parameters

210 |WEB - Qutgoing Shipment Repart - Serial MANAGEMENT
211 [WEE - Oubgoing Shipment Summary

212 |'WEB - Shipment - Dutgoing - EXPORT FORMAT

213 |'WEB - Shioment Summary - Qutacing - EXPORT FORMAT =

ixed Yalue

Cutput Printer Mame

199 |WEE - Inventory Mavement Summary [[] CETKEA-BNE ﬂ ICIient ﬂ
200 |WEE - Inventary Mavement Summary - EXPORT FORMAT [CJCETKEA-FRE -
201 | WEE - Inventory Movement Summary Bros L] CETKEA-HQ IUser 1Bibickicn ﬂ
202 |WEE - Inventory Replenishment Recommendation EEE;EE?:?\% I ﬂ
203 |WEE - Inventory Skatus - Ackual - Ikem Range ] CETRANS-INT I j
204 |WEE - Inventory Status - Planned - Ikem Range [ CETRW-AFT
205 |WEE - Inventory Status - Selecked Plan Date ] CETRW-5IM I j
206 [WEE - Inventory Status - Selected Plan Date - Tkem EEES\};}??}:&L I j
207 |WEE - Oubgoing Shipment Report [] CEWEST-FAL J I ﬂ
208 |WEE - Oubgoing Shipment Report - Bros ] CEWLDMM-Li
209 [WEE - Oukgoing Shipment Report - Mon-serial k0 ef ault Admin _I I ﬂ
-
| B
Fi
!

[SvsTEM

L«

Although you must use the Desktop WMS to control which WMS user groups are allowed to access
each web report, you actually cannot use the Desktop WMS to preview the Crystal Reports 9.x report
templates (because the Desktop WMS report engine only works with Crystal Reports 7.x templates
and is not upward compatible with the Crystal Reports 9.x templates).

Installing PDF Reader

All reports generated by WMSNET must be viewed using a PDF reader program. Note that the PDF
reader program must be installed on the client machine.

You can use either the free PDF readers from Adobe or Foxit:
e Adobe Reader 8.x (http://www.adobe.com/products/reader/ )
» Foxit Reader 2.x (http://www.foxitsoftware.com/pdf/rd_intro.php )

The Foxit Reader provides almost all the features of Adobe Reader, but consumes a fraction of the
RAM resources required as that of Adobe Reader. For instance, the Foxit Reader installer is only 2.5
MB, whereas the Adobe Reader installer is a whopping 22 MB.

Changing JPG Images

The JPG images displayed in the WMSNET application are referenced from the
“C:\WMSnet500\Graphics” subdirectory. By default, the 2 files:

* Logo.jpg

e Logo SMALL.jpg

contain the CRISTAL logo. To display your own images, simply replace these files with those
containing your own logo.
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15. Directory Contents of "WMSnet500" Package

The installation instructions described in this document references an installation package containing
the various setup files. This package comprises the following directories and subdirectories:

WMSnet500_Deployment Package
» MDAC
- Component Checker
— MDAC_28
» Net Framework 4.0
» Crystal Reports Runtime 2010
» WMSnet500_Setup

The contents of each subdirectory are described in the following sections:

Subdirectory Described in Section

MDAC 3 — Install MDAC 2.6 or higher

Net Framework 4.0 4 - Microsoft .NET Framework 4.0

Crystal Reports Runtime 2010 5 — Crystal Reports 2010 Runtime Package
WMSnet500_ Setup 7 — Install “WMSnet500” Setup Package

16. Install "WMSPDA" Setup Package

The installation files for the WMSPDA application are located in the "WMSnet500_Deployment
Package\WMSPDA" directory. Click the "Setup.exe" file to start the installation.

WMSNET must be installed first before the installation of WMSPDA. This is because MDAC, .NET
Framework etc is pre-requisite for the WMSPDA to run correctly. Follow the Setup steps by clicking
“Next” button as shown in all the figures below.
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Welcome to the WMSPDA Setup Wizard v ]

The ingtaller will guide vou through the stepz required to ingtall WASPDA on vaur computer,

"WARMIMG: Thiz computer program iz protected by copyright law and international treaties.
IInautharized duplication ar distribution af this program, ar any partion of it, may result in severe civil
ar criminal penalties, and will be prozecuted to the maximum extent pozzible under the law.

e WMSPDA

Select Installation Address '[‘_l

The inztaller will inztall \WSPDA to the following web location.

T o ingtall to thiz web location, click "Mest”. Toinstall to a different web location, enter it below,

Site:
| Default Web Site v|[ DiskCost. |

Wirtual direchary:
[WMSPDA
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iz WMSPDA

Confirm Installation L.

The inztaller iz ready to install WiSPDA on pour computer.

Click "Mest'" to start the installation.

[ Cancel ] [ < Back ] [ M et l

= WMSPDA

Installing WMSPDA il

"W SPDA is being installed.

Pleaze wait...

Cancel ¢ Back et +
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Installation Complete

Click "'Cloze' to exit,

WMSPDA has been succeszsfully inztalled.

Cance|

i

After the installation is done successfully, you need to open the Microsoft Internet Information Server
(IIS). The WMSPDA virtual directory will be automatically created as shown in the figure below.

Repeat the steps in Section 10 of the “Web Config” above to edit the Login DSN, Login UID etc. Once

done, WMSPDA is ready to run.

*s Internet Information Services

File  Action

Yiew Help

- BEXEDR 2 E

% Internet Information Services
=- & FUIITSU ({local computer)
=23 web Sites
= o Default web Site
-8 1ISHeIp
=- g Scripts
L@ _vti_hin
Ex @ wmsnetS00Logwyyin
] @ wimsnetd1ls
=-Lg Printers
[+ @ i Frisnet
=B SO A
=3 ajaxi
=10 aspret_client
#=- [0 ControlFreak$web
=30 Crystahweb

s

H-B

e
L

I+

i

N || Harre FPat

[Abin

[Agraphics

(@] Default. aspx

(@] ErrorPage.aspx
(9] Global.asax

E Item Query.aspx
E Login. asp:x

E Logout. aspix

[#] Sales Order Entry.aspx
(8] Styles.css

@] Web.config
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17. Running the WMSPDA Application

If you are running the application on the web server machine itself, enter the following URL in Internet
Explorer:

http://127.0.0.1/WMSPDA

If you are running the application on a client machine, you must specify the IP address of the web
server in the URL:

http://192.168.2.88/WMSPDA
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